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The United States Computer Emer-

gency Readiness Team, US-CERT, 
found that security threats to person-
ally identifiable information grew 500 
percent between the first quarter of 
2006 and the first quarter of fiscal year 
2007 to 103,000 reports. Identity theft 
has topped the list of complaints con-
sumers filed with the FTC for the 7th 
year in a row, accounting for 36 per-
cent, or nearly 250,000 complaints. 

Mr. Speaker, financial crimes are not 
the only issue; 32 percent of teenagers 
who use the Internet say they have 
been victims of cyberbullying. Crimi-
nals and terrorists can also use 
cyberattacks to affect infrastructure, 
potentially causing physical or eco-
nomic devastation. 

These data breaches and other 
cybersecurity threats come at a huge 
cost to consumers and to businesses. 
GAO reports that 31 companies that re-
sponded to a 2006 survey said that data 
breaches cost an average of $1.4 million 
per breach. Consumers lose valuable 
time and energy fixing their credit and 
recovering lost funds. Clearly, we as a 
Nation must make a stronger effort at 
securing cyberspace. 

Mr. Speaker, that is why I join with 
my colleagues in applauding the efforts 
of the National Cyber Security Alli-
ance, a public-private partnership fo-
cused on improving cybersecurity for 
home users, for small businesses and 
for educational institutions. 

I especially want to thank Chairman 
LANGEVIN, Mr. MCCAUL, Chairman WU, 
Dr. GINGREY, Ms. LOFGREN, Mr. LUN-
GREN, Chairman THOMPSON, Mr. KING, 
Chairman GORDON, and Mr. HALL for 
introducing this resolution. Their lead-
ership during National Cyber Security 
Awareness Month and year round will 
help protect us from cybersecurity 
breaches in all forms. 

The National Cyber Security Alli-
ance conducts public education cam-
paigns to alert computer users to po-
tential threats and provides guidance 
on best practices. They organize events 
for businesses, universities and the 
public to raise awareness of cyber-
security. This resolution draws atten-
tion to this important organization 
and the critical cause that they cham-
pion. 

Mr. Speaker, I urge my colleagues to 
support this resolution commemo-
rating National Cyber Security Aware-
ness Month. 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. FEENEY. Mr. Speaker, I rise in 
support of H. Res. 716 and yield myself 
such time as I may consume. 

Mr. Speaker, I want to thank the 
gentleman from Texas for his advocacy 
on behalf of this resolution. Informa-
tion technology has become an integral 
part of our lives. It shapes how we com-
municate, how we entertain, and how 
we work with one another. Computers 
route our phone calls, print our pay-
checks, constantly tune our Nation’s 
power plants and transmission lines to 
meet our energy demands. The extent 

to which our Nation’s infrastructure, 
economy and way of life depend on 
computers is simply astounding. 

Unfortunately, this reliance on infor-
mation technology has also left us vul-
nerable to cyberattacks, viruses and 
worms, as well as identity theft. The 
National Cyber Security Alliance is a 
public-private partnership whose mis-
sion is to improve the safety of our 
computer networks at home and at 
work against those threats. 

Mr. Speaker, the NCSA has declared 
October National Cyber Security 
Awareness Month and is sponsoring 
events throughout the country to raise 
awareness of the significant cyber-
security issues that we face as a Na-
tion. There are straightforward steps 
we can take as individuals on our per-
sonal computers to help protect our-
selves. 

The NCSA has a Web site to help con-
sumers and small businesses to prevent 
or respond to cyberattacks at 
StaySafeOnline.org. It includes tips 
such as how to create strong pass-
words, how to protect your children on-
line, and what to do if you think some-
thing goes wrong. As part of Cyber Se-
curity Awareness Month, we should all 
visit StaySafeOnline.org and consider 
how we can better protect ourselves, 
such as by ensuring antivirus applica-
tions are installed and up to date. 

Mr. Speaker, I applaud the organiza-
tions and agencies involved in the Na-
tional Cyber Security Awareness 
Month for their efforts to help us all 
become more responsible and safer 
computer users. With that, I thank the 
gentleman from Texas (Mr. LAMPSON). 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. LAMPSON. Mr. Speaker, I yield 5 
minutes to the gentleman from Rhode 
Island (Mr. LANGEVIN). 

(Mr. LANGEVIN asked and was given 
permission to revise and extend his re-
marks.) 

Mr. LANGEVIN. I thank the gen-
tleman for yielding. 

Mr. Speaker, I rise in strong support 
of H. Res. 716, a resolution supporting 
the goals and ideals of the National 
Cyber Security Awareness Month. I 
want to thank my ranking member, 
Mr. MCCAUL, for his support of this res-
olution. I commend the other gen-
tleman from Texas for his leadership 
on this issue as well. 

Each year the National Cyber Secu-
rity Division of the Department of 
Homeland Security joins with the Na-
tional Cyber Security Alliance, the 
Multi-State Information Sharing and 
Analysis Center, and other partners to 
support National Cyber Security 
Awareness Month. The goal of National 
Cyber Security Awareness Month is to 
show everyday Internet users that by 
taking simple steps, they can safeguard 
themselves from the latest online 
threats and respond to potential 
cybercrime incidents. 

Mr. Speaker, these safeguards taken 
by everyday home and office users are 
a critical component in protecting not 

only these individuals themselves, but 
the larger universe of computer and 
Internet users as well. We all have a 
role to play. Unfortunately, though, it 
would be dangerous to believe that 
simple steps by end users will suffi-
ciently combat the larger threats asso-
ciated with an increasingly networked 
society. 

As chairman of the Homeland Secu-
rity Subcommittee on Emerging 
Threats, Cybersecurity and Science 
and Technology, I have held a number 
of hearings this year on our Nation’s 
cybersecurity posture and the various 
vulnerabilities in our critical informa-
tion infrastructure. This is an area 
where I plan to hold increasing hear-
ings and provide intense oversight be-
cause cybersecurity vulnerabilities can 
significantly impact our national and 
economic security. 

Mr. Speaker, we all know that secu-
rity networks can help prevent prob-
lems like identity theft, but secure 
networks can also protect our nuclear 
power plants, our electric grids and 
other critical infrastructure. 

Sadly, the issue of cybersecurity has 
been largely ignored and misunder-
stood for far too long. This is an area 
that needs greater attention and far 
greater oversight, making sure that 
both government is doing what it is 
supposed to do, as well as the private 
sector, to make sure that our computer 
networks are as secure as they possibly 
can be. This is truly an issue of na-
tional security. 

The oversight that the Homeland Se-
curity Committee is undertaking will 
help change that, but much work re-
mains to be done. I want to commend 
Chairman BENNIE THOMPSON for the at-
tention that he has given this issue as 
well. 

We must continue to bring together 
greater attention to this issue by dedi-
cating resources to securing cyber-
space, such as increased funding for 
cybersecurity research and develop-
ment, but we must also demand ac-
countability and prompt action from 
those officials tasked with developing 
comprehensive strategies for securing 
cyberspace. 

I am proud to recognize October as 
National Cyber Security Awareness 
Month, and I hope that the passage of 
this resolution will bring greater at-
tention to the importance and urgency 
of securing cyberspace. 

I want to thank Chairman GORDON 
for his leadership in bringing this 
measure to the floor. Again, I want to 
thank my ranking member, Mr. 
MCCAUL from Texas, for his partner-
ship in highlighting the importance of 
cybersecurity, and I urge all of my col-
leagues to join me in supporting this 
important resolution. 

Mr. FEENEY. Mr. Speaker, I am de-
lighted to yield 2 minutes to my friend, 
the gentleman from California (Mr. 
HERGER). 

Mr. HERGER. Mr. Speaker, I rise in 
support of House Resolution 716. While 
the Internet offers a multitude of bene-
fits, it can also pose threats, such as 
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